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Le dership, Responsibility, and Security Reinforcing July 2007 Memorandum Regardh 
of Louisiana State University's Information Technology Infrastructure 

As outlined in the July 17, 2007 memorandum from the Office of the Chancellor, the University 
must be increasingly vigilant in pursuit of securing its information technology (IT) environment 
and information resources. I want to reiterate that CIO Brian Voss is responsible for the 
leadership, responsibility, and control of all IT security and policy matters, regardless of the 
campus college or department involved, including, but not limited to, responses to unauthorized 
access to LSU's IT infrastructure, disclosure of electronic information, and developing and 
implementing policies and procedures necessary to secure sensitive information. In addition, the 
CIO will continue to be responsible for ensuring campus compliance with PM-36, through 
effective use of more specific campus policies, procedures, and practices. 

Fmiher, the CIO continues to be charged with enforcement of IT policies and procedures and 
will take all steps necessary to ensure compliance on campus with such policies, procedures, and 
best practices. 

In addition, I want to emphasize that all colleges and departments must join the central LSU 
Active Directory managed by Information Technology Services (ITS) no later than June 30, 
2008. 

Please contact Mr. Voss if you have any questions. 

cc: Vice Chancellors, Vice Provosts 


